
Detection and neutralization 24/7
without human intervention

ScanDisk: static files analysis

Detections based on AI 
and/or signatures

Mass actions (remote script execution 
in a secured mode)

Suspend, quarantine, kill

Neural networks (Deep Learning)

Customizable automation of the 
features

Access to the TEHTRIS XDR AI 
PLATFORM and its augmented 
technology (SOAR, Threat Intel, 
CYBERIA)

Dashboards and reporting

Available in Cloud & On-Premises

Compatible with existing 
ecosystems (APIs)

      

B E N E F I T S

Orchestrate your 
cybersecurity

Choose playbooks or create 
scenarios with TEHTRIS SOAR 
(integrated in our EDR) and keep 
your teams focused on tasks that 
really matter.

EDR OPTIMUS is hyper-automated 
and protects you from cyberattacks 
24/7, without human intervention.

Endpoint Protection Detection & Response
Trojan horses, spyware, ransomware: your antivirus can’t protect you from 
unknown threats. Defend all your endpoints with EDR OPTIMUS and its 
autonomous technology.

Traditional antiviruses are outdated in comparison to the EDR OPTIMUS 
technology. Our EDR ensures an optimal protection and a full visibility of 
your IT assets and is directly integrated into the Windows Security Center.

Unmatched detection and neutralization

Integrated into the Windows Security Center

Complete overview to monitor all your 
endpoints and servers

Compatible with your IT & OT environments 
(ICS, PLC...)

Uninterrupted overview of your infrastructure

Centralized and remote management

Easily and quickly installed and deployed

Low CPU, RAM and storage consumption

24/7 monitoring of your endpoints

EDR OPTIMUS blocks attacks before 
they can reach your IT assets. Our artificial 
intelligence CYBERIA, made of several 
neural networks (Deep Learning), is 
unmatched in its detection accuracy of 
known and unknown threats.
 
Our EDR also comes with TEHTRIS Threat 
Intelligence to give you all the tools needed 
for a full protection of your infrastructure: 
instant 

analysis, sandboxing and hunting. Combine 
it with all the remediation features of our 
EDR (suspend, quarantine, kill and regular 
disk scans) to neutralize threats in real time.

24/7

EDR OPTIMUS

All your endpoints and servers are protected thanks to our real-time 
detection and neutralization, without any action being required on your part. 
EDR OPTIMUS combines the features of an EDR and a Next-Gen Antivirus. 
Hyper-automate your analyses, detections, isolations and remediations with 
our EDR to achieve a full protection of your infrastructure.
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C O N TA C T  U S

business@tehtris.com 
tehtris.comeGuardian Threat Intel

TEHTRIS XDR AI PLATFORM

Reduce your 
reaction time

Detect threats 
automatically

Respond instantly to attacks

Govern and manage risk

Default and customizable 
configurations (application 
policies, blacklists & 
whitelists...)

Specific modules for any 
type of threat (powershell, 
ransomware...)

Device management (USB 
monitoring, etc.)

Integrated ScanDisk

Artificial intelligence 
CYBERIA included 
(Deep Learning)

Customizable filters that 
can be shared between 

teams / users

Prioritization of alerts 
with CYBERIA  eGuardian

Grouping of alerts

K E Y  F E AT U R E S

TEHTRIS XDR Platform 
is 100% compatible 

with

Supports all the OS, Windows, macOS, Linux

Customizable remediation: 
kill, isolation, quarantine...

Automated remediation actions 
(SOAR and playbooks compatible with 
your third-party solutions)

TOF analysis Investigation & IOC Hunting

Augmented & customizable 
dashboards

Detection of unprotected assets 
(ShadowIT) 

Ticketing & reporting

Ask for a
demonstration 

Focus on the Process Line

TEHTRIS XDR AI PLATFORM13.1
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 TEHTRIS XDR AI PLATFORM13.1

Customizable detections 
(powershell, ransomware...)

Mass actions on endpoints 
(including execution of 
scripts)

Endpoint vulnerabilities 
audits & compliance


